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FAILSAFE POWER FROM YOUR UPS
BackUPS™ bypasses your UPS when things go wrong!

It instantly switches to Direct Line AC if the UPS output fails or
becomes unstable, keeping critical equipment on-line.
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» Safely replace UPS batteries * Easy UPS maintenance without shutting off the load
* Restart Timer prevents harmful power cycling °* Remote-Bypass can disable a failed UPS at a remote site
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SuperLight Controls LED Tally Lights!

Simple interface to your networked studio or console.
Directly powers 12V lights, built-in flasher,
plus relays for speaker muting, etc.
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SNMP Control of Audio For All Applications

BDI’s Audio Toolbox Series Offers Synchronous AES Switching, Silence Sensor
Switching, and Most importantly the ease of SNMP Interface ...
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Choose from 3 Model Classes:
ATB-300 Series for One of 8 input to all output switching
GPM-300 Series for True 8 X 8 Cross Point Switching

DAB-300 Series for Dual Path Switching for Digital Radio Applications
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XLR, 75 and 50 Ohm BNC adapter panels for all configurations available Combined with
SNMP Control Provides Total Plug and Play Installation

The Audio Toolbox Family of digital and analog audio switchers from BDI offer unparalleled flexibility of switching,
routing and distribution. Whether you need AES, balanced analog or composite FM stereo switching and distribution
choose from over 32 different models across three switching platforms. The ATB-300 for switching/DA functions, the
GPM-300 series for 8 X 8 Cross Point switching or the DAB-300 for dual path IBOC switching applications. All models
feature SNMP remote control and stctus making your remote control interface take only minutes.

bdi ... Serving the Broadcast Industry for over 35 years

Tel. (914) 737-5032 www.broadcast-devices.com b d l
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the gateways they use for Internet access. Each device should
be checked to make sure their Internet connections are
secure, which leads me to the next few points:”

Chief Engineer — by Scott Schmeling (page 10)

I Hate Meeses to Pieces: “The top of the transmitter,
where the RF output connector is, has an opening that must
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age we covered that area with some hardware cloth cut to
size and held in place by some Scotch 130C Linerless
Rubber Splicing Tape.”
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High Intensity Tower Light Project - Part I: “There
have been many technological innovations in broadcast
technology and in the lighting industry, the trend today is
to move from strobe to LED tower lights. They claim that the
LEDs last much longer than the strobe and consume less
power. After laoking at the alternatives, we decided to go
with the latest LED high intensity obstruction lights. As we
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Award-winning, proven solution

Powerful remote access
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IT Security at the Transmitter and Beyond

by Jeff Welton

Over the years, we’ve all had to learn at least some
basics of IT security. | may be dating myself, but when
I started at Nautel 30-odd years ago, our entire network
was a PC8086 and 8088 connected with a piece of coax,
running Lantastic. Need | mention that things are just a
litrle bit different now? Unless you’re one of the young
radio engineers who grew up with computers (we need
more of you), or someone who joined broadcast from the
computer world, you’re probably in the same boat I am.
We’ve had to do a lot of learning, and unfortunately,
there are bad guys out there who know a lot more about
IT than most of us do. IT security affects every aspect of
your station’s operation — from the sales department to
traffic/billing, to programming, to remotes, your signal
transport, and of course the transmitter.

With the proliferation of Internet of Things (IoT)
devices, it was only a matter of time before these technolo-
gies became integrated into broadcast equipment. [ peri-
odically use an loT search engine to do on-line searches for
visible devices, using broadcast manufacturer names such
as Barix, Comrex, Tieline, and yes, Nautel. A surprising
number of devices are always visible from one or more of
these manufacturers ... and if they appear on the Internet,
they’re an invitation to hack into your station. (If I find a
Nautel transmitter in this search, the user gets a friendly
reminder from us to hide it from sight.) And it’s not just
these devices you need to worry about. If your station uses
Internet-accessible door locks, webcams, temperature
controls and other IoT products, those can be a pathway
into your network too.

guys can’tget pastit. Luckily, there are some basic things
you and the rest of your station’s staff can do to stay
reasonably safe. These may be the most critical steps:

1. Know what devices in your facility are talking to
the Internet.

If you don’t know what you have, you don’t know
what needs to be secured! It’s a great idea to maintain a
database or spreadsheet of devices, with their IP ad-
dresses, any subdomains and the gateways they use for
Internet access. Each device should be checked to make
sure their Internet connections are secure, which leads
me to the next few points:

2. Change default logins. (Do any of your devices still
use “admin” as the username?)

3. Use strong passwords (paraphrases).

If you’re using passwords such as “password,”
“qwerty,” “123456,” “letmein,” and so on, we need to
talk. Your password needs to let you in and no one else.
It should be uncommon, and be a combination of upper
and lower case characters, numbers, and symbols.
Paraphrases are useful, such as “JeffWeltOnisCr@zy!”
(now that I’ve suggested that one, don’t use it). Better
yet, use a password generator and keep access to that
generator highly secure with a passphrase. The impor-
tant thing? Everyone who has access to your network
needs to set up a strong password on every device they
manage.

4. Don’tallow those devices —or user laptops or other
equipment — any access to the sensitive parts of your
station unless they’re on a VPN with strong firewalls.

A secure VPN includes firewalls at each site. If outside Internet access is required,
that traffic should be inspected by the network’s primary firewall.

Why worry about [oT visibility on the Internet? Let’s
just say that one ransomware attack can really ruin your
day. Whether you’re a mom and pop station or a global
operation with hundreds of stations, the hackers don’t
care — your ransomware demand will be the same. Or,
hackers with a twisted sense of humor can take over your
transmitter and run their own content until you’re able to
shut them down.

So how do you keep these people out of your busi-
ness? The trick is to be as invisible as possible. [fhackers
can’t see you, they won’t try to get in. And if they do see
an access port, that port needs tight controls so the bad
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This obviously includes your Internet-enabled trans-
mitter but could also include remote studio operations,
staffers working from home, and so on. Many stations
will place a single firewall between the studio and other
parts of their air chain, but this means numerous holes are
being punched through the firewalls to deliver audio, get
telemetry, or provide remote access for your staff. Each
hole punched through the firewall is a hacking point. A
VPN with multiple firewalls is much more secure. Place
a firewall at each endpoint; this way no ports are visible
from the outside and all sites are authenticated by your
VPN. Don’t open ports on the secondary firewalls for
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outside Internet access; route all of that traffic through
your primary, highly robust firewall. Some devices may
need to live outside your network; give them their own,
separate port on your router and isolate them from the
critical areas of the network.

5. Watch what comes in to your facility from the
outside.

USB sticks are notorious for carrying viruses into
an otherwise secure facility. If someone wants to de-
liver an ad or sound bite to you via a USB stick, set up
a “sacrificial computer” in the lobby that is used to run
security scans on those sticks. That computer should
remain isolated from any critical parts of your IT
infrastructure. Remember that WiFi doesn’t respect
boundaries, so be sure to set up guest access for anyone
outside your inner circles, and keep WiFi networks
completely separated from your air chain and other
critical areas.

And be sure not to be “the guy” who brings a laptop
computer from home and plugs it into the network!

As you set up your IT security, consider “The Onion
Approach” where you have different layers of access and
protection:

1 Perimeter Network (least secure)

} Inner Network(s)

| Core Network (most secure)

Use “the Onion Approach” when setting up security zones.
The outer layers of security provide additional protection
for the inner ones. Image courtesy Wayne Pecena, Texas
A&M and former SBE president.

6. Pay attention to potential ‘back doors’ into your IT
network.

Your router/firewall may have lots of ports that have
been used for various functions at one time or another.
Close any ports that aren’t being used, use non-standard
ports when possible, and monitor your network regularly
so you can make sure everything’s normal.

You’d be surprised at the number of bots that are out
there pinging your ports every day. This is to be expected,
and is another reason why you need high levels of
security on those ports.

7. Get the entire station involved.

Keeping your network secure can’t be left entirely to
Engineering and the IT department. Social media manag-
ers, sales people, production, station management and
others all need to be aware of why IT security is so
important—occasional training sessions should be sched-
uled for the entire staff. The potential revenue hits will
get their attention if nothing else does.

If you’re looking for more tips on setting up a secure
VPN with firewalls and other IT security issues, check
out Nautel’s Transmission Talk Tuesday webinar archive
from earlier this year. One entire session is devoted to
VPNs. You’ll find these TTT sessions at https://
nautel.com/webinars/

Jeff Welton is Nautel’s Regional Sales Manager,
Central U.S. He can be reached at jwelton@nautel.com.
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Spruce Up Your Sound

From broadcast to podcast, are we getting sloppy?

by George Zahn

It’s been quite a while since we addressed the whole
concept of podcasts. The ever-growing boom of these
segments for streaming, continue to cut into broadcast
time spent listening. Many radio stations are adding
available podcasts of their own shows (usually talk
programs with royalty-free or buyout music) to either
enter the fray or to regain some listeners using the
streaming pipeline.

One would think that broadcast veterans would
have a “leg up” on our podcast-only brethren, but even
some long-time broadcasts re-packaged for podcast are
deficient in some technical issues. Are we leaning too
much on broadcast transmitter processing such as com-
pressors and voice enhancement to have a decent-
sounding podcast from the same “broadcast™ material?

Here’s what I’m talking about. Listen to any of the
tens of thousands of “amateur” audio podcasts, and
you’ll hear a litany of technical problems. Among those
are terribly inconsistent microphone qualities among
the hosts/guests on the podcast. To me, it’s inconceiv-
able that co-hosts of a podcast could have such dispar-
ate audio quality. Even the least seasoned podcast
beginner should be able to find and afford a decent USB
microphone.

Sound-Alikes

Co-hosts who work together on a regular basis
could do well to invest in the same model microphones.
The market is being bombarded with USB microphones
that include USB (and often also an XLR, which makes
the mic desirable for other audio uses) output. The USB
microphones will also often offer a mini-plug head-
phone output that can allow the host to avoid the
hollowing sound of using the USB microphone with
computer speakers adding phase issues.

Broadcasters entering the podcast realm, have a
very good advantage. If you have multiple people in
your studio, you likely have matching microphones,
and professionals who know how to work the micro-
phone for decent results. Simple podcasters could be as
varied as one person on a decent professional-quality
microphone talking with someone who doesn’t see the
advantage of upgrading their built-in laptop micro-
phone. The mix can be jarring.

Podcast co-hosts in different locations should really
work to try their best to match acoustic space and sound.
It’s as simple as using some absorbing material in areas
that tend to have high reverberation, and doing it aes-
thetically if you’re also streaming video. It’s OK to
show some of the tech in the video, and it lends a sense
of credibility in addition to helping your sound.

Again, those of us who do live or recorded broad-
casts that end up streaming as a podcast or on-demand
program, have the advantage of decent studio atmo-
sphere and sound. We also have the ear to help a guest
who may be connected via Zoom, CleanFeed, etc. to
work their equipment to improve what’s on our air if
we’re using a virtual platform. Many podcasts sound as
if they’re just put together in a “whatever” laissez-faire
fashion.
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Making a Good Compression

One of'the greatest pet peeves | have, as I’ve sampled
broadcasts also made for podcast, is level differences.
Some broadcast shows for streaming and strictly podcast
material are frankly unlistenable because of the terrible
difference in audio level of the people speaking. For
those of us who are broadcasters, maybe we’ve been
spoiled by our on-air processing covering little (or
large) variations as we do an interview. Old and bad
habits won’t show up on the broadcast thanks to our
Telos or Optimod, but if you take a wide dynamic range
interview for podcast, there’s no safety net to even out
the levels.

This may be the greatest grievance | have against
podcast quality. Now, not all podcasts are deficient in
audio quality. Many are quite well done and show signs
of aprofessional veneer. However some strictly podcast
content shows can’teven get levels right between hosts,
much less than with guests — and how many times have
we heard a booming theme or show open or spot within
the podcast, then a barely audible host and/or guest. Is
anyone listening to the finished or live product?

I agree with a colleague who was discussing this
with me recently. We both find it hard to believe that
some podcasts actually have audio producers whose job
itis to assure decent audio quality and consistent levels,
yet there is no apparent quality control.

Aiding the “Enemy”

At the risk of some of these tips falling into the
hands of our podcast-only competitors, here are a few
things I’d suggest for a better, and much more depend-
able and regular, listener experience.

Microphones: Ifthe goal of your podcast is to grow
an audience and/or generate revenue, invest in some
decent microphones. In articles over the last several
issues, I’ve mentioned that a decent USB microphone
with min-plug monitoring capability can be had in the
upper two digit to lower three digit cost range. Is a
better end prod-
uct worth a few
hundred dollars?
Ourradiosstations
are dealing with
decent micro-
phones in most
cases, but youcan
get a close sound
without breaking
the bank. Even a
much heralded
Shure MV-7USB
mic can be had
for under $250
and has been said
by some to be one
of the better “bangs” for the buck.

Studio: Again, if serious podcasters are striving for
more listeners, match the microphone and the general
acoustic sound of co-hosts or hosts and guest. Co-hosts
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Shure MV-7 USB

should do their best to match acoustics. Guests can be
more of a challenge. Other technology can sound better
or worse that our studio telephone interfaces. A guest
with a decent microphone via a virtual platform can
sound like they’re in the studio as opposed to the
frequency limitations, and even digital phasing, of
telephones.

Compression: This is the easiest fix of all. Decent
audio compressors, including hallmark companies such
as dbx, can be bought for a few hundred dollars. The soft-
knee compression is quite forgiving and does not need an
audio genius to operate. If you’re doing a live podcast, do
what the broadcasters do for the shows that air on terres-
trial radio. Feed your audio through a console that allows
you to compress (bring up the low levels and control the
hot amplitudes) your finished product.

Whether you’re a broadcaster or a podcaster and
you’re airing a recorded segment, you can simply run it
through some basic compression in software such as
what’s built into Adobe Audition, Audacity, etc. | often
will do this as a backup for shows about to be placed on
our station’s Tpodcast” page. Keep in mind that we’re
all (broadcaster and podcaster) being heard more and
more on smart speakers. Just as the early days of
transistor radios in the 50s and 60s brought us tiny, low
fidelity speakers, the most basic models of smart speak-
ers today give better sound than those old transistor
radios. But they are not always full fidelity, and what-
ever we can do to improve the “listenability” of our
audio product coming out of those speakers could help
determine our future.

These are just some of the technical issues I hear in
all types of podcasts today. There is one highly success-
ful podcast that covers a local sports team. | enjoy the
content immensely, but have occasionally just told
Alexato “STOP” when I’m jarred out of bed by a show
open or a commercial that’s 20dB hotter than the hosts
—each which seems to have their own disparate level,
which was already hard to live with as someone who
listens to radio.

Talk About Me

I’m barely even mentioning some of the other nu-
ances of many podcasts today. As a broadcaster, [ really
don’t get the podcaster’s need to fill time for two to five
minutes at the top of the show talking about their day or
minutia before getting to the topic | want to hear. For
video podcasts, the challenge of similar at least mini-
mally-effective lighting for split screen co-hosts can
only help.

For some system or network podcasts, simply drop-
ping commercials anywhere randomly into a podcast is
disconcerting. Creating a rough broadcast-like format
for a podcast, even the most rudimentary, can make for
a predictable and pleasant listener/viewer experience.

Bottom Line: Our radio podcasts can be so much
better than they are, and light years ahead of any of the
“amateur” podcasters out there. The podcast-only shows
are not going away anytime soon, and they might just be
gaining on us. Broadcasters can beat podcast-only pro-
grams at their own game by instilling basic good prac-
tice tenets into our streaming options.

Letus know your podcast success stories and we can
share them, and othir reader comments and questions,
in a future article!

George Zahn is a Peabody Award winning radio producer and
Station Manager for WMKV-FM at Maple Knoll Communities in
Springdale, Ohio. He is a regular contributor to Radio Guide and

welcames your feedback. Share your stories with others by sending
ideas and comments to: gzahn@mkcommunities.org
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Remotes are hard. After hauling out the kit, connecting everything,
searching for power, finding working Internet, double-checking the
algorithms and bit rate, you call the studio and wonder if it'll work.

Meet CallMe. No kits to carry, cables to pull, or apps to install; it runs in the
browser on any smartphone, tablet or computer. Ah — we hear your gears
turning. That's right: everyone has a broadcast codec in their pocket, on
their desk, or in their bag. And they already know how to use it!

Imagine texting or emailing anyone on the ptanet a link. They click it, and
they're instantly in your studio. Use it for breaking news, artistinterviews,
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You even get your own custom-branded Web portal for listeners.

The studia side of CallMe is this brilliant little box. Notice the lack
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climb, no parameters to twiddle. That's because it's designed to do
exactly one thing: make fast, flawless IP audio connections. And the
sound quality is amazing, thanks to the OPUS algorithm. Rock-solid,
reliable, and ready for air.
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And since you're wondering, yes, CallMe is compatible with pretty
much all of the other codecs out there — even those needlessly
complex and expensive ones.

Visit AngryAudio.com/calhme to learn more.
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| Hate Meeses to Pieces!

by Scott Schmeling

Before starting this edition’s article, I’d like to take a
quick look back to the last article about removing the
“battery snot” from our Nems-Clarke Field Intensity Meter.
My good friend Marv Olson suggested that I could have
prevented the problem entirely, simply by removing the
batteries before putting the meter on the shelf. You are
absolutely correct, Marv. But in reality, how many of us
actually do that?

If you’re old enough, you recognize the heading from
Mr. Jinks in the Huckleberry Hound cartoon series. Like all
of us, there are some things that I really dislike. Two of
them are mice and wasting time waiting for something (not
necessarily in that order).

Another Aside Before | Start ...

Thank you to Ken Duvio, for your e-mail and kind
words. Among other things, Ken shares my distain for
Mice! In his e-mail he said:

“I'was a Retail Facilities Manager for Kmart based in
New Orleans. Critters loved pet food — particularly bird
seed — but whatever they could get into. We knew that all
a mouse needs to get into something is a 1/4 inch slit.
Orkin showed us videos of mice breaching such, with a
glass side so the viewer could watch a mouse become an
“amoeba” long enough to get through.

They chew through wood patch, caulking, mortar.
Even Portland too. After much trial and error, the magic
Jormula was mixing a paste of plastic roof cement and steel
wool.”

Thanks, Ken. I knew steel wool would stop them but
didn’t know how to keep the steel wool from rusting away.
I’ll bet many readers will put that tip to good use.

OK ... now let’s get down to business.

I had a situation recently that involved both mice (sort
of) and ... waiting.

The telephone had been out for some time at one of our
AM sites. In fact, a tech had been dispatched a few weeks
earlier and a couple days later I received an automated
phone call that our trouble had been resolved. One call to
the SINE at the site and I knew the line was still not
operating. I placed another call to report the outage.

So, this time I was told the technician would be on
site between 8:30 a.m. and 4:30 p.m. It was also men-
tioned more than once that if no one was at the location
and the tech needed to get inside or to ask questions, there
would be a $99 charge. I didn’t care about the money so
much, but I needed to get this phone line working again,
for obvious reasons.

On the appointed day, I received another automated
phone call indicating the tech would be delayed and would
not be on site until 12 noon. I arrived at 11:45.

This site has a 5 kW Nautel Ampfet ND-5 AM
transmitter. It has survived two floods, needing only
minor repairs. My good friend Marv (remember him from
the beginning of this article?) and I did the clean-up and
post-flood repair. For some time, the mice had (appar-
ently) easy access to the building. They left nasty evi-
dence of their presence.

After the second flood, work was done to better seal
the building to at least make gaining access more of a
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challenge. In the process of repairing the transmitter we
found evidence of mice nibbling on small coax cables
that are routed through the upper portion of the transmit-
ter — below the top cover. You can see in the photos
below where mice have chewed away at some of the outer
jackets and shields. None of the cables had failed, but we
replaced them anyway.

The top of the transmitter, where the RF output con-
nector is, has an opening that must be 6 inches by 10
inches. There may as well have been a “Mice Welcome”
sign! To (hopefully) prevent future damage we covered
that area with some hardware cloth cut to size and held in
place by some Scotch 130C Linerless Rubber Splicing
Tape (I love this stuffl) (see photo below). If you’re not
familiar with it, hardware cloth is a coarse metal screen of
sorts. The holes seem to be small enough to keep mice out.
It’s also good for keeping rabbits from helping themselves
to your garden.

But I digress — this mouse damage and repair had been
years ago.
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You know how, sometimes, a temporary fix seems to
become more permanent? I mentioned holding the hard-
ware cloth in place with the Scotch 130C rubber tape. That
was supposed to be a temporary fix. But with so much
going on at other sites, if a site isn’t giving you trouble it
is visited less often. But today I would be here — waiting,
waiting — for possibly as long as four and a half hours.
Today I would do a more permanent job.

In preparation, I picked up some inch and a half
aluminum strips, four feet long and about 1/8 inch thick.
Enough to make a suitable frame to hold the hardware
cloth in place.

I’m not going to include any measurements because
they would only be pertinent to this situation. Using a small
square and a tape measure | marked the aluminum then
using a hacksaw with a fresh blade, | cut them as straight
as I could then filed the ends so there were no nasty finger-
cutting edges. | marked and drilled holes in those alumi-
num strips for the screws I would be using.

The top of the transmitter cabinet is actually three
separate pieces. After marking where the screws would go,
I removed two of the top pieces and drilled the screw holes
needed. (For the remaining piece, I drilled it in place with
apiece of shop towel below to catch any metal fragments.)

Next, the top pieces went back in place and the alumi-
num strips and hardware cloth were screwed into place. At
last, this temporary fix had a more permanent appearance.
The rubber tape did a great job and it only had to be
reinforced once. But now I’m confident any mice that get
into the building will not be able to snack on those coax
cables. And all this was accomplished while I waited for
the phone company tech.

Speaking of which, I don’t remember what time |
finished with my project, but 4:30 arrived and no phone
tech had been seen. I called their trouble number again and
after navigating their automated system I finally got to a
live person. Imagine my surprise when she said the ticked
had been closed at 12:40!

I verified with her that the phone was indeed s#ill not
warking! T had commitments the next day so we scheduled
(again) for the following day. That day, I was on site and
watched two phone company trucks drive past. An hour or
so later, a truck drove up and the tech announced, “You
have dialtone,” which we did. They had gone farther up the
line and found the problem. Apparently the previous time
a tech was dispatched from a different area and was not
familiar with things in this location.

The up-side of all this is that | was able to turn that
otherwise wasted waiting time into productive time, chang-
ing a temporary fix into a permanent fix. And now the
phone is working, too,

That’s all for now. Until next time — Keep it between
90 and 105!

Scott Schmeling is the Chief Engineer for Minnesota Valley
Broadcasting He can be reached via email at
sconsc'hmeling@radiomar\karo.com
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Broadcaster Liability for Non-“Use” Attack Ads

by Gregg P. Skall, Member - Telecommunications Law Professionals PLLC

The 2022 Mid-Term political season is well under-
way and is already extremely contentious. Broadcasters
are bombarded with political ads from candidates and
non-candidates alike. Many are highly partisan, advo-
cate for legally qualified candidates for public office,
and not infrequently highly negative. While broadcasters
have liability protections for the content of candidate
ads, the same is not necessarily true for non-candidate
ads. As a result, non-candidate advertisements can raise
tricky questions regarding liability for false, misleading,
or hostile statements for broadcasters that air the adver-
tisements. As explained below, broadcasters should adopt
some best practices to ensure that they are protected in
these circumstances.

It is well established that broadcasters are legally
prohibited from censoring or editing the content of a
broadcast message when it is presented in the context of a
“use” by a legally qualified candidate for public office.
Consistent with that principle, the Supreme Court has held
broadcasters immune from liability for the content of such
a message. Previously, a majority of political messaging
was from candidates, however, after the Supreme Court’s
decision in Citizens United, broadcasters have seen a
tremendous increase in the number of non-candidate ad-
vertisers, which raise liability issues for broadcasters.

Citizens United opened the door for political adver-
tising by corporations, unions and campaign commit-
tees. These ads used to appear primarily in the sixty-day
period prior to the general election; now however, they
are seemingly the predominant type of political ad through-
out the campaign season. Due to the ever-increasing
number of these advertisements, there has also been
increased focus on the issue of liability for the content of
the advertisement.

Electioneering messages by corporations, special in-
terest groups, unions or any non-“use” speaker can expose
broadcasters to liability. These non-candidate messages
create a breeding ground for threats of legal action in-
tended to intimidate a station into ceasing further broad-
cast of the message. The threats can be claims of defama-
tion, inaccuracies, violation of individual property rights
such as copyright, or a general failure to exercise the
broadcaster’s public interest duty, often implying a chal-
lenge against its license at renewal.

Forexample, the American Federation of State, County
& Municipal Employees (AFSCME) ranan ad that claimed
a Congressman and Senate candidate voted to raise his
own pay five times while in Congress. The campaign’s
attorneys sent cease-and-desist letters to broadcasters that
aired AFSCME’s ad demanding that they stop running it.
According to the campaign, the Congressman had never
voted to raise his own pay, thus broadcasters were obli-
gated to stop airing the advertisement, arguing it was
maliciously false, misleading, and potentially defamatory
to the Congressman’s character. Similarly, a recent adver-
tisement by an opposing political party claimed that a
Senator running for re-election had become the life of
party life in Washington D.C. and was buying an expen-
stve home in D.C., where he intended to stay permanently.
His campaign lawyer claimed the ad was factually incor-
rectand defamatory and accordingly demanded that broad-
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casters withdraw the ad. These situations are cause for
thoughtful action and response by the broadcaster.

The FCC has addressed non-candidate ads several
times over the years, with an evolving response. In a1 960
Program Policy Statement, the Commission emphasized
that licensees are obligated to avoid presenting deceptive
advertising on radio and television and that every broad-
cast licensee had the responsibility to take all reasonable
measures to eliminate any false, misleading, or deceptive
matter.

This general policy against false, misleading, or de-
ceptive advertising was reiterated eleven years later when
the Commission declined to adopt specific rules to elimi-
nate deceptive advertising. Ina 1971 ruling, the Commis-
sion stated it would generally defer to the Federal Trade
Commission on matters of advertising copy, but reserved
therighttoact ina clear, flagrantcase. The FCC noted that
when an advertisement is the subject of an FTC com-
plaint, the licensee should review the charges and the
advertiser’s response, and then determine whether to
continue to carry the advertisements. Though this implies
that broadcasters might have a duty to make at least a
modest investigation of the charges against an advertise-
ment, the Commission also said that it would not require
broadcasters to conduct their own tests. Thus, instead of
adopting strict rules, the Commission decided to rely
upon the licensee’s discretion and judgment in evaluating
advertising offered for broadcast.

In 1973, the Commission again had an opportunity to
setstandards for broadcaster responsibility regarding truth
or falsity in political advertising, and again elected to rely
on a licensee’s exercise of discretion and good judgment.
In Complaint by Alan S. Burstein, the Commission said
that in the absence of a candidate “use:”

... each licensee may exercise its own judgment as how
best to serve the public interest by presenting contrasting
views, and what particular material is to be presented.
Intervention by the Commission regarding specific mate-
rial being broadcast for or against a proposition, even to
the limited degree you urge, might create the impression
that the Commission is advocating one viewpoint or at-
tempting to judge the truth or falsity of material being
broadcast on either side of a currently controversial issue
— a position which would be inappropriate for a govern-
mental licensing agency ... The Commission will not
attempt to judge whether statements broadcast on politi-
cal orother controversial public issues are true or false or
whether a licensee was justified in either broadcasting or
rejecting them. To do so would be to attempt to place the
Commission itself, the government licensing agency, in
the role of national arbiter of the “truth.” Although we
would be most concerned if substantial evidence were
presented that a licensee had acted in bad faith or delib-
erately discriminated against a political candidate, we
have no such evidence before us here.

In 1986, the Commission pounded in the final nail. In
considering broadcast licensee character qualifications poli-
cies, the Commission specifically addressed deceptive ad-
vertising and ruled that a broadcaster would jeopardize its
qualification to remain a licensee only if it were to engage
in a “knowing presentation” of falsity. The Commission
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defined this as an active participation in perpetrating a
deception upon the audience, either by its actual involve-
ment in the knowing creation of a deliberately fraudulentad
or by awareness of FTC or other final governmental action
involving the advertisement in question.

The Commission’s treatment of these matters indi-
cates that it has no intention to intervene and second-guess
abroadcaster’s judgment —unless the licensee knows an ad
to be false and broadcasts it nonetheless. Absent such
circumstances, threats of taking broadcasters to the FCC
are unlikely to result in adverse action. Broadcasters nev-
ertheless must consider other risks, such as civil actions for
claims of defamation.

Generally, defamation occurs when a person or entity
communicates false information that damages the reputa-
tion of another. For public figures, however, the standard is
higher. In the 1964 case of The New York Times v. Sullivan
the Supreme Court held that for cases involving defamation
of a public figure (that is, one who places him- or herself in
the public limelight, which includes candidates for elective
office) the public figure must establish the statement was
made with “actual malice,” defined as knowledge that a
statement was false or very likely to be false. The Court
recognized that, the free flow of ideas and an informed
citizenry required robust First Amendment protection for
nearly all politically motivated speech. The Court held that
open debate of political issues was too important to citizens
in a democracy, where a free marketplace of ideas is critical
to informed decisions. It also noted that open debate fre-
quently becomes caustic and emotional, with sharp attacks
infused into the effort to persuade, and allowing public
futures to allege defamation for such statements made
without actual malice would chill political discourse and
harm the nation’s democratic principles.

Thus, to be held liable for defamation, broadcasters
must actively participate in perpetrating statements they
knew or strongly suspected to be false. This ultimately
involves a determination by a court of law — which can be
time-consuming and expensive. However, broadcasters
that make preliminary inquiries of advertisers to establish
reasonable basis for inflammatory statements (and review
the response to ensure plausibility) should be able to
overcome a charge of actual malice.

In the example above, broadcasters sent a letter to
AFSCME requesting a response to the campaign’s letter.
AFSCME responded with a line-by-line argument support-
ing the statements in the ad. That alone was likely sufficient
to protect the broadcasters under the standards reported
here. The broadcasters also asked their legal counsel to
analyze the response, which revealed the truth to be quite
gray. Either side could claim to be right, which meant, under
the Commission’s rules and New York Times, the broad-
casters used reasonable judgment in airing the advertise-
ment, and could not be liable for defamation.

Overall, when faced with allegations of defamation,
fraud or misrepresentation regarding a public figure in a
non-“use” advertisement, as general practice, broadcast-
ers should first ask the sponsor for justification. If the
response appears reasonable, the Commission and the
courts do not require that the broadcaster be the guarantor
of itstruth, but only that the broadcaster not act with malice
or knowingly participate in a deception.

This column is provided for general information pur-
poses only and should not be relied upon as legal advice
pertaining to any specific factual situation. Legal decisions
should be made only after proper consultation with a legal
professional of your choosing.

Gregg Skall is a member of the law firm of Telecommunications
Law Professionals PLLC. He frequently lectures on FCC rules and

regulations, represents several state broadcaster associations and
individual broadcasters and other parties before the FCC.
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Mast Mounted Radio
Equipment on AM Towers

by Paul Thurst, CPBE

The proliferation of inexpensive IP-based wireless
data links has opened many interesting possibilities for
broadcasters. These systems can be used as LAN exten-
sions, STLs, IP-based security systems, transmitter re-
mote control and monitoring, remote broadcast linkups,
or revenue sources such as WISP (Wireless Internet
Service Provider) or leased data circuits. During the
early days, there was a lot of debate on how long these
inexpensive units will last out in the environment. Tow-
ers are large steel lightning rods that get struck often.
Other concerns are RF immunity, heat cycling and UV
degraded plastics over time. The disadvantage of Mast
Mounted Equipment (MME) is the expense of a tower
company every time something fails.

The first such system that I installed ten years ago
was an experiment; a data link between the studio and
transmitter site for a security camera system. 1 am happy
to say that that system worked for many years until the
studio moved to a different location. My experience
says, properly installed, these systems are reliable and
can last many years until the equipment becomes obso-
lete. If there is a failure, most times it is right out of the
box. Thus, it is best to buy a few extra radios to have on
hand in case of infant mortality.

There are several manufactures of both licensed and
unlicensed IP radio links. The equipment ranges from
relatively cheap to insanely expensive. For critical appli-
cations like STLs, it is best to go with licensed units. The
licensing procedure adds frequency coordination as an
extra step and an extra cost to the project. Also, keep in
mind that some of these less expensive radios are half
duplex; sharing one frequency for both transmit and
receive. Full duplex units use separate frequencies and
transmit/receive full time. The difference is, some AolP
gear will not work well with half duplex units unless there
is some type of edge device to buffer the IP packets.

Best practices for installing MME on AM broadcast-
ing towers take
intoaccount light-
ning suppression,
RF suppression,
redundancy for
critical systems,
interference and
network security.
The cable type,
grounding, and
power protection
(POE or separate
DC power supply)
are very important
for system reli-
ability. The tower
installation labor Al : -
is often the most Hoisting the WISP Antennas
expensive part of these projects. It pays to design well
and install once.

Once the preliminary design considerations are com-
pleted (path analysis, bandwidth requirements, up time
requirements) the next step is to decide on cable type.
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Fiber optic cable offers the best lighting suppression and
RF suppression, however, it also adds complexity with
ethernet to fiber converters. Shielded or armored cat-
egory 5Se or 6 ethernet cable is a good choice with quality
lightning protection units (LPU) installed. If fiber is
used, a separate DC power supply cable will need to be
run to the MME, again with proper lightning protection
units installed.

Good engineering practice dictates that before and
after tower base impedance measurement are required.
AM directional stations should also do before and after
monitor point readings in accordance with their license.
If the final base impedance measurement varies from the
licensed value by more than 2%, a new license needs to
be filed for.

high voltage capacitor across each winding of the tower
lighting choke. A network analyzer will be needed to
center the resonant point on the carrier frequency. De-
pending on the carrier frequency a 25-250 pF capacitor
will work in most S T ey
cases. Kintronic [§
makes an isola-
tion coil that can
be used for DC
power with taller
towers and carrier
powers of 50 kW.
Skirted tow-
ers are easier to
work with, but
still have some
special require-
ments over non-
AM broadcasting | ; o
towers. On these e S
towers, shielded LPU at Tower Base
ethernet cable can be used since there is no base insula-
tor to cross. A good UV rated shielded or armored
ethernet cable is worth the extra expense. Superior
Essex makes an excellent corrugated copper clad ar-

YR

Series Fed (insulated base)
AM tower WiLAN diagram

PTP dish, Ubiquity
Airfiber 11 Ghz

DC Power LPU, Transtector 1101-1025

AV AV AN AV AV ANV A AN AN AN AV AN AN AVAN S

P O W S W

Equipment Sheker

mored cable (PN 04-001-55). It is impor-
tant to make an RF choke at the base of the
tower after the LPU. Long cable runs up the
towertothe MME will be capacitively coupled
to the tower. RF can get onto the ethernet
cable shield and DC power conductors, if
present. An RF choke will force any in-
duced RF on the cable shield to ground via
the LPU. An RF choke can be easily made
with excess cable. Sixteen to eighteen turns
of cable sixteen inches in diameter will net
an approximately 215 uH choke at 1,000
kHz. That will help keep the RF and light-
ing from entering the ground mounted equip-
ment.

é}ood, weatherproof LPUs are well worth
the extra cost. Transtector makes a good
line of both ethernet and DC power LPUs .
The DC power LPU rating should be as
close to the system DC voltage as possible.
Keep in mind that you do not want the LPU
firing its protection circuits on heavy AM
modulation peak induced voltages. Look at

DC Power LPU, Transtector 1101-1025 /

notonly the rated voltage but the peak firing
voltage of the transient voltage surge

\

STAVAVAVAVA TAVAYAVAY A AV A

supressor (TVSS) devices.

Of critical importance is the proper in-
stallation of shielded 8P8C (RJ-45) connec-
tors on the ends of shielded ethernet cable.

Arc Gap\ B Fiber Optic data Cable
w DC Power cable
- Ground Mounted
Enclosed
Tower l#";;‘: Choke Series Tower Diagram

In order to be effective, the shields at both
ends of the ethernet cable must have good

When crossing a tower base, insulator fiber optic cable
is the best choice. Make sure that the fiber cable does not
have a steel messenger. To get the DC power across the
base insulator, a tower lighting choke will work in most
cases. Keep in mind the station’s carrier power and wave-
length of the AM radiator. A 1/4 wave or 90 degree tower
will be fine with a tower lighting choke. As the tower
height goes above 140 degrees, they become more resis-
tive and have higher RF voltages at the base. Many older
AM towers are 1/2 wave (180 degrees) or taller. These
towers are very sensitive to any changes around the base.
In that case, stacked lighting chokes or a parallel resonant
circuit may be needed. This can be accomplished using a
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ground connections though the ethernetjacks
on the LPU, radio equipment, network switches, power
over Internet (POE) injectors, and so on.

Fornetwork security, it is always a good idea to create
a separate subnet to go to the transmitter site. It keeps the
office broadcast traffic off of the wireless data link. It also
prevents snooping from any others who might have a
laptop and access to the transmitter site. I tend to use
randomly generated long passwords for the wireless links.
As always, change the default username and password,
keep the firmware updated and follow all the usual good
network security protocols.

Paul Thurst, CPBE, is co-owner of Data Wave, LLC.
He can be reached at paul.thurst@datawave.us
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The Cost of Copper and Security

by Michael Bradford

Tenyearsago I traveled to Las Vegas fora quick project
to measure the signal level of a test FM transmitter north of
town. The location was an in-use cellular tower site with a
high security fence —a well-lit compound adjacent to a main
roadway. We set up the test transmitter with a “Hurry Up”
mast of 35 feet and were poised for the actual test at sunrise
the following day. As the four of us arrived that following
morning, we noticed the chain on the main gate was hanging
loose, the generator enclosure was open and two coils of
half-inch coaxial line were gone. Our test setup was un-
touched. Half way into the three hour test regimen, a local
security company van arrived to investigate an “apparent”
intrusion alarm. Why this “alarm” occurred, I never discov-
ered as the security firm’s employees were tight-lipped the
whole morning.

It turned out, someone had bought aretired PG&E service
van from Washington state, had it repainted, and had been
traveling around to cellular tower sites, radio tower sites and
even remote power sub-stations in broad daylight, and steal-
ing any and all copper they could find. It seems that no one
gave that van a second glance as it appeared to be perfectly
normal for it to be at one of these sites.

That was a decade ago and the price paid for scrap copper
has risen by some 28% since then to $4.59 a pound as listed
atalocal recycle center just last week. This means, of course,
that the theft of copper will be on the rise, if not occurring
already. It’s time to review security issues at remote tower
sites and make sure you’re up to date.

Eight foot tall fences are all too common and can easily be
breeched with a step-ladder or even an old blanket tossed over
the top. I always recommend a 10-foot chain-link fence.
Adding razor wire, or similar,, along the top certainly reduces
the chance of illegal entrance. Stout chains and locking
mechanisms on entrance gates are always a good idea but
choose a good grade of chain. (Figure 1) If you use a
combination lock don’t use the station’s frequency for the
code. That’s all too obvious even to a casual observer. And
don’t forget the driveway entrance gate. Use the same good
quality chain and hardware with a different code from the
building access gate lock.

Perimeter lighting is critical for security. With the avail-
ability of LED outdoor flood light fixtures, you can cover the
whole compound while using 1/10 the electrical power. |
suggest photo-controlled lighting to come on at dusk; if the
compound is dark, this just invites investigation by thieves. I
also suggest proximity detectors separate from the perimeter
lighting that connect directly into your third-party security
system and/or the site remote control. This integration could
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be a simple relay or current-sensing transformer with an
output sufficient to drive your remote control telemetry. This
same proximity detection device could be coupled to a siren
or horn to alert nearby residents. Figure 2 is a system |
installed that connects to an outdoor horn and is triggered by
the proximity fixture. If the door of this system is opened or
any of the input wires are cut or shorted, the alarm sends a text
and email alert via the 4G cellular network.

Figure 2

I have seen engineers coat copper grounding plates and
cables with tar to keep would-be thieves deterred. I don’t
know of any recycle businesses that will accept anything
covered in tar. Figure 3 shows a radio tower site located near
a residential area. Note the copper cap on the cement pier.
There were four, 4-inch copper straps, down each side of the
pier, connecting the cap to the ground system. There was an
8 AWG copper cable shorting across the base insulator to
convert this to a grounded tower. No nearby resident noticed
the thief crawl over the fence and carry off the copper. This is
an example ofa good place to have located a proximity sensor
and loud horn.

Figure 3

Another area of concern is remote generator enclosures.
Just like Mid Atlantic rack cabinets, Optimod processors and
virtualy all generator enclosure panel locks, it seems that one
key fits every model ever made. I suggest aquick triptoa local
locksmith to get panel locks that are unique to your site. I
know this makes for a larger key ring for fellow engineers but
I think it’s worth the effort. Remember the story from above
of the thief in Las Vegas? He had a set of keys and combina-
tions for everything from Kohler to American Tower. I also
suggest a basic security system just for your generator. Figure
4 is a system | installed inside a generator surround cabinet.
It samples battery charger output, generator output voltage,
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battery voltage and alerts to any panel being opened. You get
an immediate alert within 30 seconds via 4G cellular commu-
nication in text and email format.

Figure 4

In 2019 there were 220,000-plus cell tower installations
registered in the United States. At that time, AT&T estimated
that they would'need an additional 300,000 new tower sites to
implement 5G. Now there is a reason for concern about
remote security. Remember when the President visited At-
lanta for Super Bow1 LIII? Security had to address some 200
intersection Traffic Control Boxes to ensure POTUS would
not have to alter his route for any reason, caused by hackers
getting into the TCB control boxes. (Their initial solution
seems to have been to weld the boxes shut!)

In short, security is not limited to remote Broadcast tower
sites. More and more, studios themselves are unmanned to a
great extent and need security from external assault and
Internet hacking.

On the international security stage, a March 17 bulletin
from the European Union Aviation Safety Agency warned
that an outage of the GNSS global navigation and surveillance
satellite system could cripple commercial airlines. This bul-
letin was prompted by reports from numerous sources ana-
lyzed by the EUAS, noting that jamming and spoofing of GPS
satellites were intensified in the Baltic Sea, Eastern Finland,
the Black Sea and Eastern Mediterranean. It was also noted
that Russia has proliferated distribution of hand-held GPS
jammers and road-capable jamming devices concurrent with
its invasion of Ukraine.

Russian state-run television even boasted that, if “NATO
crosses our red line it risks losing all 32 of its GPS satellites
at once.” This would virtually cripple commercial airline
activity, in that planes would have to change destinations
mid-flight or be unable to land safely. Not to mention ourown
nuclear detonation detection surveillance would be severely
altered (note). | mention this possible GPS scenario because
communication satellites depend on GPS signals to maintain
their timing and orbit stability. Satellite receivers use GPS
timing to coordinate programming, commercial inserts and
computer sync pulses for Broadcasters.

I also noticed a request from the FAA for feasibility
comments for “rapidly deployable mobile control towers.”
This request was targeted towards the air traffic technology
industry and one wonders if the FAA is anticipating pos-
sible interference to existing “hard” air traffic control tow-
ers by jamming of the their communication and/or air
control systems that would require rapid transport of tempo-
rary units.

Itboils down to this: We must be aware of many situations
around us that would lead to increased threats to our industry,
especially remote transmitter sites and unmanned studio sites.
We must be proactive and alert. We must always plan for the
worst and use the best methods available to thwart theft or
interruption of service to our clients.

(Note 1) Details f,"rom GPS World magazine, April 2022
Issue.

Michael Bradford began his career at WCCW in 1962, A
CPBE since 1984, and currently a contract engineer. You
may reach him at: mbradford@iriton.net
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The Phoenix Principle

by Jim Turvaville

In my younger years, | was fascinated by the The Flight
of the Phoenix, a 1964 Novel by Elleston Trevor, and read
it many times. It was made into a movie in 1965 which, as
most people who have read the book first, was disappoint-
ing in that it did not match the written original, no matter
how good Jimmy Stewart did in playing his part. It was
based on a real-life event in WW2, though the aircraft
name of Phoenix was chosen for the novel to symbolize the
Greek mythological creature which rose from the ashes. If
your curiosity has been piqued, then go look any of those
three up on-line. But that is the point of my story today.

Living in the west, | am accustomed to extended
periods of drought and the effects that such an event has on
the environment — and to a lesser extent, our broadcast
facilities. Obviously, I have seen firsthand how a pro-
longed drought can alter the parameters of my AM sta-
tions, particularly those with directional patterns. And in
the wide open spaces out here, range fires are not uncom-
mon when humidity levels are below 5%, winds are in the
45+ m.p.h. speed and it has been 4-5 months since any
measurable precipitation has occurred. However, this was
my first experience with not one, but two broadcast sta-
tions being affected by these fire events.

The first event, was a rather localized range fire in NW
Oklahoma, at a 4-tower DA-2 AM station that I had built
in a recent iteration of its existence. That was in 1989,
when the new
Nautel Amphet |
kW transmitter
was installed. It
had some tower
work done a few |
years later, butthe
Amphet was still
inoperation on the
fateful day this
spring. A range |
fire spread from
about a mile away
onto the grounds
of the station,
burning 3 of the 4
ATU’sand getting
to the studio/
transmitter build-
ing in short order.

The concrete
block building
survived (Fig-1),
but the wooden
roof was de-
stroyed on the
back half of the
building — where
the transmitterand
phasor were lo-
cated — and all of
the electrical was
melted. Much ap- E -
preciation to the local fire department who concentrated on
keeping the transmitter and its equipment wet enough to
sustain mainly heat and smoke damage. (Figure 2).
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My respect for those older model Nautel transmitters
has gone up a notch; this one got wet and smoked a good
bit, but after a few days of drying out and removing all of
the modules and carefully cleaning all contacts in the shop,
the old girl came right back to life at licensed power into
a dummy load.

The phasor and ATU’s did not fair so well and will
likely have to be replaced or completely rebuilt. An STA
was filed and swiftly granted to operate at 60 Watts non-
directionally day and night (the minimum in the nighttime
null which is also within the daytime null on the DA-2
station) into the one tower which did not have a melted
ATU, and in a couple of days, programming was resumed.
The station does have a non-collocated FM translator
which did not miss but 12 hours of broadcasting until a
long-wire was put up as an emergency antenna at 20 Watts.
That was replaced by the authorized 60 Watt STA in
another 72 hours after that, keeping the community served
by the heritage AM station as it has since 1957.

Utilizing the north part of the building, which was
still protected from weather with a partial roof, a new
electrical service was installed and allowed for a room
with lights and
power for equip-
mentracksand the
transmitter to be
putinplace. (Fig-
ure 3). It’s not as
pretty, but it sure
is a local station
rising from the
ashes in a very
short period of
time. Props to en-
gineer and part |
owner of the sta-
tion, JD Ford, for |
his love of AM |
radio and skills to
pull off such a quick restoration project. He has a couple
hundred pictures on his Facebook page if you can handle
the full scope of such a disaster.

The second event was a massive range fire that was just
a few miles from my own house, and took out the building
at the base of a communications tower. The fire itself
consumed 39,500 acres of grass and pasture land, includ-
ing about a dozen barns and outbuildings and at least six
residences. There was a time when a nearby town was
threatened by the fast moving fire, but the quick actions
and skills of our local fire departments averted that poten-
tial disaster. I’'m very thankful that, while these incidents
are by nomeans rare inmy part of the world, there isa small
army of volunteer personnel who are trained and experi-
enced in fighting these fires.

But the tower in question is a 320-foot guyed tower,
which, besides housing the non-commercial FM which |
had built for a local church, was also a central relay tower
for a regional Wireless Internet Provider (WISP). The fire
moved very quickly, and I have no fault with the local fire
fighters who were protecting the two homes within a few
hundred yards of this site. But the wooden frame and
wooden floored metal building was a total loss. (Figure 4).
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Figure 4

The fire happened on a Monday afternoon, and I had an
out of town commitment on Tuesday that kept me from
being able to visit the site, located less than 30 minutes
from my home, until Wednesday afternoon. As I made that
drive, a million thoughts were running through my mind:
Is there anything that can be salvaged? What does a | kW
FM transmitter look like after it’s been melted like that?
How much of the just-installed-last-year new coax will
have to be replaced? Will the tower owner move quickly to
get the radio station and the WISP back into service?

As | approached the tower site, there was a flurry of
activity going on — the WISP had a crew measuring out new
cables to run to their 12 dishes on the tower, none of which
had sustained any serious damage. All of the coax lines on
the tower were melted at the base, as the building was only
a few feet from it. Expecting to see the carnage, I was instead
greeted by the tower owner who had already bulldozed the
remnants of the building and equipment and it had all been
carried away to a dump. The only incidentally remaining
sign of the old building was the bottom plate of an aluminum
relay rack that had been used by the WISP — and it was just
asolidified puddle of molten aluminum with hardly any sign
of what it had previously been. The fire was so hot and
complete, there was next to nothing identifiable in the
rubble; and it was already removed and a gravel pad was
already in place for a new building. I cut the end off of the
7/8” coax until it was mechanically clean, attached a new
connector and my handheld analyzer told me the antenna
was just as it was before.

Figure 5

A new building was delivered that same week, and
service was restored for everyone less than 168 hours from
the incident. (Figure 5). Indeed, this Phoenix had risen
from the ashes as well, and life goes on much as before for
all parties involved.

I now realize why there is such a large area of gravel
around a tower site, as the other towers in the area, as well
as oil tank batteries have these, and suffered no damage
from these fires. My hope in sharing this with you is that
you are prepared for any kind of disaster that may come
your way.

Jim “Turbo” Turvaville is semi- retired from 43 years in full-
time Radio Engineering and lives in Rural Wheeler County Texas in
a “tiny house” where he maintains a small clientele of stations

under his Turbo Technical Services (www.jimturbo.net) operation
providing FCC application preparation and field work.
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Of Brush Hogs and Weed Whackers

It seems like just yesterday that the weeds were knee
high at the transmitter site. Do you simply cut them as
needed — or engage in some long term prevention.

Battle of the Weeds

Like many of you may be doing right now, I not so
fondly remem- :
ber battling the | .
weeds, volunteer | .
“trees” and other
nasty vegetation
at my transmit-
ter site.

And as | get
readytodobattle
once again -
both within the
tower fence next
to the building,
and at those an-
chor points—this
year I’ve got a
plan.

As I sit here,
I'vividly remem-
ber the endless
hours of sweat, keeping the bush from overtaking the
building year after year. The light finally went on.

Weeds Are the Enemy

An Epiphany

It dawned on me this past weekend, as | readied my
yard for my daughter’s upcoming graduation. The real-
ization was that, years ago I should have taken the advice
of the landscapers on TV and invested a few hours and
a few dollars working some of their ideas into my
transmitter site.

Remember Rule #1: Work smarter, not harder — and

*don’t repeat the same tasks, if at all humanly possible.

The Plan

So here’s my plan, and perhaps it could become your
plan this year.

First, I plan to go out and hog, whack and cut down all
the same stuff I did last year and the year before that — and
the year before that. All that is, which has started growing
back again this year.

Then I plan to use a big mower to cut the grass (weeds)
down as close to the ground as I can. Man, I want to kick
up some dirt, and cut them to the ground if I can. (OK, so
perhaps this is sounding too bizarre, and one shouldn’t
seek revenge for years of weed torture.)

Anyway, | plan to do this both inside the tower fence
and for at least three feet from my transmitter shack and my
anchor points. | may get aggressive and do the same for a
couple of feet outside the fence too.

The Material List

I plan a quick trip to a home center for some herbicide
—actually lots and lots of herbicide, weed blocking cloth,
and some kind of edging. I think you probably have figured
out where I’m going with this.
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With all this in hand, I’m going to apply the herbicide
liberally, to kill off everything where I’ve cut. In about a
week, I should have nothing but dried out weeds. I then plan
to rake up (with help of course) whatever will pull easy.

Now for the Weed Cloth and Borders

My planisto lay weed cloth, covering everything that
I've killed off. Following directions on the cloth roll, I’11
be sure to overlap the cloths runs as suggested and stake
down the cloth. This should provide a barrier to prevent
re-growth and new growth.

Nextstep is to place my borders. I think 11l get the ones
that give me about four inches both above and below the
ground. This should prevent future encroachments from
either direction.

Time for Rocks

With measurements in hand, it’s off to my favorite
quarry, to price out some pea stone, granite chips or other
rock that will fill the bill. My plan is to get the least
expensive stuff that will work.

1 looked at possibly just using mulch asa cover, but that
tends to break down with time and I don’t want to have to
budget for that every couple of years.

Likewise, I thoughtabout buying my rock from a home
center, but this much rock would be too expensive pur-
chased a bag at a time. Due to the size of the project, bulk
buying is the only way to go. Maybe your station can trade
out for the materials and someone with a dump truck to
haul it in, versus hauling it in your pick-up truck.

Final Steps

My plan is to lay in a second round of weed killer
(yes, I want to make sure those babies will never grow
again), and then I’ll put about 3 inches of rock to cover
the weed barrier.

Heck, I’m so excited about not having to be an annual
weed terminator, that | may even take the time to paint the
transmitter building before I lay in the rock. This way I
won’thave to worry about the ugly of dripping paint on the
rocks. But I digress ...

One thing | made a special note of, is to be sure that
the weed blocking cloth is not just butted against the
foundation of the tower, building and anchor points, but
to make sure to use a few inches up the structures to
ensure weeds don’t find a glimmer of light and start
germinating.

I also plan on manually spreading the rock, so I don’t
rip the cloth in the process.

It’'s Kick Back Time

When I’m done, I plan to never have to hog, cut or
whack weeds, underbrush or vegetation at the site again. In
future years what little bit of weed dares to rear it’s ugly
head with be summarily destroyed with herbicide.

Now, I suspect that this project will take about 25 hours
of work — even if it takes a bit longer that’s OK. It will save
atleast that much work in the first two years, not to mention
the hours of frustration dealing with the problem.

We all have more productive things to do than kill
weeds every year.

Radio Guide < May-June 2022

Tick Check

This is of the utmost importance. Whether you tackle
this exterior overhaul or not, it is important that you check
yourself for ticks whenever you work at your site.

Wood ticks are bad enough, but easy to see. Deer ticks
on the other hand are the size of a poppy seed, and carry
Lyme Disease. Lyme is physically debilitating to humans.

If you happen to take your dog to the site be sure to
check him for ticks as well. Ifa dog is bit by a deer tick and
develops Lyme, you have an 80% chance the dog will go
into kidney failure and have to be put down if it’s not
caught and treated in time.

On to Other Maintenance

While we’re on the subject of site maintenance,
remember this is the time to make sure all of your annual
spring/summer checks are made. Old bees nests need to
be knocked down, and check the building to see if mice
or other critters have found their way in over the colder
winter months,

Don’t forget to change filters, or at least clean the
filters on the transmitter and other equipment. For most of
us this is the start of the dirtiest time of the year, so we need
to make sure our equipment is protected.

Youmay want to do a light bulb check as well. Even
though the days are longer, those midnight calls may
still come, so you ¢
may find yourself
in the dark if the
bulb or motion de-
tector isn’t work-

ing properly.

Roof Check?!

There is one
other important
itemthat youshould
check at least every
year: the transmit-
ter-building roof. If |5
you have a wood
and shingled roof;
check fordiscolora-
tion that may indi- Clean out old bees nest tucked
cate a leak. You under an exposed roof soffet.
should also climb onto the roof to check the condition of
the roof shingles. With high winds, and in areas where
there is freezing and'snow, it is possible that some shingles
have become damaged and may need to be replaced.

Yes this is a pain to do, but remember the roof is.
protecting your transmitter and related equipment, that not
only has several thousands of dollars of value, but is also
your station’s lifeline. An ounce of prevention in this case
could save thousands of dollars of damage to equipment
and in lost revenues.

Electronics Checks

1f you have a smoke detector, heat detector, or perim-
eter detector that wires to the remote control to alert you or
others of a problem at the transmitter site, you may want to
take time now to check their operation.

Likewise, check to see if there has been any winter
damage to exterior ground connections.

Even if my plan for weed control didn’t motivate you
to dothe same, and youdon’t have other big projects, there
is still plenty of routine spring/summer maintenance to do.

Ah, summer, a great time of the year — then again,
maybe not.

If vou have a transmitler site story idea that you would like to

see covered or you want te contribute a column let us know,email
us at: radioguide(at)earthlink.net



Instant Gratification.

So you want your headphone monitor feeds
to sound great. Really great. As great as your
station sounds. Problem: it's nearly impossible
to monitor processed audio live these days -
because, you know, latency.

Just so happens we have a gadget for that:

the Chameleon C3 Headphone Processor. C3
delivers that huge
radio sound
right to your
headphones,
instantly.

The technology of Audio
Chameleon was invented by Cornelius “Corny*”
Gould, so of course it sounds

amazing. Punchy, powerful audio

that sounds just like you're listening

off-air, but with a clean, open

soundstage that's never smashed

or clipped.

To top it off, the high-fidelity headphone amp
delivers enough headroom to ensure that every
nuance comes through crystal clear.

Your talent gets that great “radio” sound they
love. You get their gratitude, which you'll love.
And at just $689 (MSRP), you can spread the love
around with a C3 at every talent position. But
wait: there's more!

AUDIO
CHAMELEON

Delayed Gratification.

Why do they call it “live” streaming when so
many streams sound lifeless? They'd all sound a
lot better if they were processed. But who's got
time to fiddle around with that many processors
- let alone the budget?

Have we got a solution for you: the Chameleon
C4 Livestream Audio Processor. Unlike other
processors, Chameleon uses an advanced form
of A.l. that continually adapts its processing
parameters to optimize incoming audio.

The C4 has a precision look-

ahead limiter and loudness
controller that conforms to both
existing and proposed loudness
recommendations from AES, Apple,
Amazon, etc. You'll be legal before
the laws even exist.

The result is fantastic. Livestreams have never
sounded so great - smooth and clean, with
dynamic control
that makes
every stream
sound

fuller and more
lifelike, but never "busy”
or over-processed. Some broadcasters will even
use it to process HD channels. Only $989 (MSRP)?
Operators are standing by.

Chameleon is streaming now at www.AngryAudio.com. Hear it for yourself and you'll be hooked.




Time for a New Antenna

By Steve Callahan

There are many reasons why your FM station might
need a new antenna. A friend of mine in Florida had a
three bay antenna at this station when, after a few years,
he started getting calls from listeners that they couldn’t
hear it in places where they could have previously. A
quick trip up the tower by his favorite tower crew showed
that the top bay had been blown to bits by lightning.
Surprisingly, there was no indication of any increased
reflected power from the lightning strike and they never
did find the stricken bay’s remains on the ground around
the tower. The antenna company did the right thing and
provided a new bay at no charge.

Aside from the obvious need to replace or repair your
FM antenna following divine intervention, sometimes you
have to consider a new antenna to improve your signal or
increase your power. | was at a station once, that was
shortspaced to a co-channel station in another state. The
stations had been granted via

It was time for Plan B, which was a directional antenna.
Granted it was more expensive than just turning up the
power on the existing transmitter, but there was no alterna-
tive site to locate the station. You have to take into
consideration tower alignment, intended and desired cov-
erage and protection to be afforded to other FM stations.
Patterns have been “proved” by antenna manufacturers
using full sized, or reduced sized models, mounted on
identical tower sections with all existing parts like ladders,
conduits, and coax lines in place. That model is then
rotated and, with the addition of parasitic elements and
various mounting arrangements on the tower, a graph of
the radiated pattern is generated (Figure 1). You, the
antenna company’s client, then select the configuration
and alignment that best suits your needs.

At the time of the writing of 